SC3会員及び関係者各位

平素より大変お世話になっております。SC3事務局でございます。

主題の件につきまして、ご案内です。

━━━━━━━━━━━━━━━━━━━━━━━

【1】2月29日（木）開催：情報共有ウェビナーのご案内

「やるなら今！業界・地域におけるサイバーセキュリティの取組み」

サイバー攻撃の手口は巧妙化・悪質化しており、ターゲットは中小企業まで拡大して

脅威にさらされています。

SC3中小企業対策強化WGでは、広く中小企業の皆様を対象として、取り組むべき

セキュリティ対策をご紹介するウェビナー（オンラインセミナー）を開催します。

本ウェビナーでは、業界団体や地域の経済団体が中小企業と一緒になって推進する

セキュリティ向上の取組みを紹介し、中小企業が今、取り組むべきセキュリティ対策に

関する情報をご提供します。

また、中小企業向け「サイバーセキュリティお助け隊サービス」についての

活用事例など、すぐにお役立ていただける内容となっています。

社内や団体会員の所属企業の皆様、お取引関係のある中小企業の皆様など

お誘いあわせのうえ、ご参加いただけましたら幸いです。

【開催概要】

名称：

SC3中小企業対策強化ワーキンググループ主催　情報共有ウェビナー

「やるなら今！業界・地域におけるサイバーセキュリティの取組み」

日時：

2024年2月29日（木）15:00～17:00

参加費：無料

対象者：

中小企業（経営者及び管理者）、SC3会員・団体会員の構成企業等

開催方法：オンライン

プログラム（予定）：

１．開会挨拶／中小企業対策強化WGの活動内容

　　SC3中小企業対策強化WG 座長 森井昌克 氏（神戸大学大学院 教授）

２．【講演１】中小企業が多い自動者産業におけるセキュリティ向上活動

　　一般社団法人日本自動車部品工業会（JAPIA）

　　サイバーセキュリティ部会長 後藤俊二郎 氏

３．【講演２】地域における商工会議所が推進役となったセキュリティの取組み

　　横須賀商工会議所 専務理事 菊池匡文 氏

４．関係省庁の関連施策等について

　　経済産業省 商務情報政策局 サイバーセキュリティ課 課長補佐 三田真史

５．企業向けセキュリティ対策支援制度の活用事例の紹介

　　独立行政法人情報処理推進機構（IPA）セキュリティセンター

　　セキュリティ普及啓発・振興部 普及啓発グループ グループリーダー 江島将和

６．質疑応答／閉会

▼本イベントの案内ページ

　https://www.ipa.go.jp/security/sc3/activities/chushoWG/11\_seminar.html

▼本イベントのお申込みはこちら

　https://form.qooker.jp/Q/auto/ja/IPAsc3wg0220/sc3wg0220/

　※申込フォームは外部サービス（Qooker）を利用しています。

皆様のご参加をお待ちしております。

どうぞよろしくお願い申し上げます。

───────────────────────

【本件のお問い合わせ先】

SC3事務局

独立行政法人情報処理推進機構（IPA）セキュリティセンター

セキュリティ普及啓発・振興部　普及啓発グループ

担当：芳賀・伊藤

E-mail: sc3-info@ipa.go.jp

TEL: 03-5978-7508
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【2】3月14日（木）開催：NISCサイバーセキュリティセミナー開催のお知らせ

内閣サイバーセキュリティセンター（NISC）では、

「経営者のためのサイバーセキュリティ戦略～リスクを軽減し、サプライチェーンを

守る」を3月14日（木）15:00～17:00　東京コンファレンスセンター品川＆

オンラインにて、開催します。

経営層向けとしておりますが、どなたでも楽しんでいただけものですので、

ぜひご参加ください。

【セミナーの詳細と参加申込みはこちらから】

https://security-portal.nisc.go.jp/cybersecuritymonth/2024/seminar/index.html

企業経営者は日々、様々なリスクに相対していますが、サイバーセキュリティの

リスクも、そのうちの最重要事項のひとつです。

企業を狙うサイバー犯罪は年々高度化しており、機密情報漏えいやランサムウェア

被害などのセキュリティインシデントが起こると企業の業種・規模に関わらず、

事業継続性や企業価値の低下に繋がります。

これらのリスクに対抗するには経営層の積極的なサイバーセキュリティの理解と

組織的な取組が重要になります。

本セミナーでは、サイバーセキュリティの最新の事例を元に、様々な側面から、

経営層を含めた皆様に知っておいていただきたいポイントをご紹介します。

経営者のためのサイバーセキュリティ戦略～リスクを軽減し、サプライチェーンを守る

日時：2024年3月14日（木）15:00～17:00

会場：東京コンファレンスセンター品川　5階ホール

参加費：無料

参加方法：会場参加（150名）/オンライン生配信（WebEx）参加のハイブリット開催

申込方法：Webからお申し込みできます。

https://security-portal.nisc.go.jp/cybersecuritymonth/2024/seminar/index.html

【お問い合わせ先】

2024経営層向けセミナー参加者受付事務局（株式会社スコープ内：青木・北村）

E-mail: nisc\_cs2024-seminar@scope-inc.co.jp

皆様のご参加をお待ちしております。

どうぞよろしくお願い申し上げます。

───────────────────────

◆IPAを騙った偽メールにご注意ください◆

IPAからお送りするメールニュースには、電子署名を付与しております。

（電子署名以外のファイルを添付して送付することは一切ありません。）

不審なメールを受信した場合は、自社の担当部署にご確認ください。